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The first part of the book considers small programs that use a loop, and how to demonstrate 
their correctness using loop invariants.  It also covers some algorithms and algorithmic 
techniques that every programmer should know. The second half of the book considers 
slightly larger programs.  It teaches the basics of modularization, splitting up a program into 
manageable chunks.  It teaches about abstract datatypes, values within a program that can 
be treated as mathematical values: how to specify their behaviors formally; and how to treat 
them as abstract mathematical objects when programming.   It also teaches how to use data 
structures to represent abstract datatypes, and what it means for such a representation to be 
correct.  And it presents some abstract datatypes and data structures that every programmer 
should know. The book is pragmatic: the philosophy is to include enough formality to be 
convincing and to guide the programmer towards correct code, without getting bogged down in 
the mathematics. 
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ISBN: 979-8-4007-3163-1
DOI: 10.1145/3731333

This book is based on the author’s experience of 30 years of teaching programming at the 
University of Oxford and is an excellent choice for early programming courses offered by 
universities worldwide.  It is a rigorous and thoughtfully structured textbook designed to 
equip students with both the theoretical underpinnings and practical skills essential in today’s 
programming landscape.
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